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1	Decision/action requested
Approve the pCR to TR 33.839 [1] below.
2	References
[1]	3GPP TR 33.839 "Study on security aspects of enhancement of support for edge computing in 5G Core (5GC)"
3	Rationale
A conclusion is proposed for KI#1 (Authentication and Authorization between EEC and EES) in TR 33.839 [1]. 
4	Detailed proposal
[bookmark: _Toc72913426]*** Start of Change ***
[bookmark: _Toc72913478]7.1	Conclusions for Key Issue #1
TBD.For authentication between EEC and EES, Solution #3 and Solution #17 are recommended as the baseline for the normative work with the following principles:
· Server-side TLS certificate of EES is used for authentication of EES to EEC in the TLS connection establishment. 
· After establishment of TLS connection, OpenID Connect token is used for authentication of EEC to EES.
For GPSI verification, Solution #17 is recommended as the baseline for the normative work with the following principle:
· IP address to GPSI translation API is used.
*** End of Change ***


